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disclosure is made or for the life of the 
record, whichever is longer. 

(c) Right of access. The record subject 
has the right of access to the disclosure 
accounting except when the disclosure 
was made at the request of a civil or 
criminal law enforcement agency or 
when the system of records has been 
exempted from the requirement to pro-
vide access to the disclosure account-
ing. 

(d) Correction. A DON activity must 
inform any person or other agency 
about any correction or notation of 
dispute made by the agency in accord-
ance with subsection (d) of 5 U.S.C. 
552a of any record that has been dis-
closed to the person or agency if an ac-
counting of the disclosure was made. 
The exception is for intra-agency ‘‘need 
to know’’ and FOIA disclosures. 

(e) Accurate accounting. A DON activ-
ity that does not keep a running tab-
ulation of every disclosure at the time 
it is made, must be able to reconstruct 
an accurate and complete accounting 
of disclosures to be able to respond to 
requests in a timely fashion. 

§ 701.112 ‘‘Blanket routine uses.’’ 
In the interest of simplicity, econ-

omy, and to avoid redundancy, DOD 
has established ‘‘DOD Blanket Routine 
Uses.’’ These ‘‘blanket routine uses’’ 
are applicable to every PA system of 
records notice maintained within DOD, 
unless specifically stated within a par-
ticular systems notice. ‘‘DOD Blanket 
Routine Uses’’ are downloadable from 
http://www.privacy.navy.mil (Notices) 
and are published at the beginning of 
the Department of the Navy’s FEDERAL 
REGISTER compilation of record sys-
tems notices. 

§ 701.113 PA exemptions. 
(a) Exempt systems of records. 5 U.S.C. 

552a authorizes SECNAV to adopt rules 
designating eligible systems of records 
as exempt from certain requirements 
of the Act. This authorization has been 
delegated to CNO (DNS–36), who will be 
responsible for proposing an exemption 
rule. Exempt systems of records are 
identified at http:// 
www.privacy.navy.mil. 

(b) Exemption rule. No PA exemption 
may be established for a system of 
records until the system itself has been 

established by publishing a notice in 
the FEDERAL REGISTER. This allows in-
terested persons an opportunity to 
comment. 

(c) Access. A PA exemption may not 
be used to deny an individual access to 
information that he/she can obtain 
under 5 U.S.C. 552. 

(d) Exemption status. An exempt sys-
tem of records that is filed in a non-ex-
empt system of records retains its ex-
empt status. 

(e) Types of exemptions. There are two 
types of exemptions permitted by 5 
U.S.C. 552a, general and specific exemp-
tions. 

(1) General exemptions allow a sys-
tem of records to be exempt from all 
but specifically identified provisions of 
5 U.S.C. 552a. They are: 

(i) ‘‘(j)(1)’’—this exemption is only 
available for use by CIA to protect ac-
cess to their records. 

(ii) ‘‘(j)(2)’’—this exemption protects 
criminal law enforcement records 
maintained by the DON. To be eligible, 
the system of records must be main-
tained by a DON activity that per-
forms, as one of its principal functions, 
the enforcement of criminal laws. For 
example, the Naval Criminal Investiga-
tive Service and military police activi-
ties qualify for this exemption. Crimi-
nal law enforcement includes police ef-
forts to detect, prevent, control, or re-
duce crime, or to apprehend criminals 
and the activities of prosecution, 
court, correctional, probation, pardon, 
or parole authorities. 

(A) This exemption applies to infor-
mation compiled for the purpose of 
identifying criminal offenders and al-
leged criminal offenders and identi-
fying data and notations of arrests; the 
nature and disposition of criminal 
charges; and sentencing, confinement, 
release, parole and probation status; 
information compiled for the purpose 
of a criminal investigation, including 
reports of informants and investiga-
tors, and associated with the identifi-
able individual; and reports identifi-
able to an individual, compiled at any 
stage of the enforcement process, from 
arrest, apprehension, indictment, or 
preferral of charges through final re-
lease from the supervision that re-
sulted from the commission of a crime. 
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(B) The exemption does not apply to 
investigative records maintained by a 
DON activity having no criminal law 
enforcement duties as one of its prin-
ciple functions; or investigative 
records compiled by any element con-
cerning an individual’s suitability, eli-
gibility; or, qualification for duty, em-
ployment, or access to classified infor-
mation, regardless of the principle 
functions of the DON activity that 
compiled them. 

(2) Specific exemptions permit cer-
tain categories of records to be ex-
empted from specific provisions of 5 
U.S.C. 552a. They are: 

(i) ‘‘(k)(1)’’: Information which is 
properly classified under E.O. in the in-
terest of national defense or foreign 
policy. 

NOTE: All DOD systems of records that 
contain classified information automatically 
qualify for (k)(1) exemption, without estab-
lishing an exemption rule. 

(ii) ‘‘(k)(2)’’: Investigatory material 
compiled for law enforcement purposes, 
other than material within the scope of 
exemption (j)(2). If an individual is de-
nied any right, privilege, or benefit 
that he would otherwise be eligible, as 
a result of such material, such mate-
rial shall be provided to such indi-
vidual, except to the extent that the 
disclosure would reveal the identity of 
a source who furnished information to 
the Government under an express 
promise that the identity of the source 
would be held in confidence, or, prior 
to 27 September 1975 under an implied 
promise that the identity of the source 
would be held in confidence. 

(iii) ‘‘(k)(3)’’: Information maintained 
in connection with providing protec-
tive services to the President of the 
United States or other individuals pur-
suant to section 3056 of Title 18. 

(iv) ‘‘(k)(4)’’: Information required by 
statute to be maintained and used sole-
ly as statistical records. 

(v) ‘‘(k)(5)’’: Investigatory material 
compiled solely for the purpose of de-
termining suitability, eligibility, or 
qualifications for Federal civilian em-
ployment, military service, Federal 
contracts, or access to classified infor-
mation, but only to the extent that the 
disclosure of such material would re-
veal the identity of a source who fur-
nished information to the Government 
under an express promise that the iden-

tity of the source would be held in con-
fidence, or, prior to September 27, 1975, 
under an implied promise that the 
identity of the source would be held in 
confidence. 

(vi) ‘‘(k)(6)’’: Testing and evaluation 
material used solely to determine indi-
vidual qualifications for appointment 
or promotion in the Federal service the 
disclosure of which would compromise 
the objectivity or fairness of the test-
ing or examination process. 

(vii) ‘‘(k)(7)’’: Evaluation material 
used to determine potential for pro-
motion in the armed services, but only 
to the extent that the disclosure of 
such material would reveal the iden-
tity of the source who furnished infor-
mation to the government under an ex-
press promise that the identity of the 
source would be held in confidence, or, 
prior to September 27, 1975, under an 
implied promise that the identity of 
the source would be held in confidence. 

(f) Detailed analysis of PA exemptions. 
A detailed analysis of each exemption 
can be found in the Department of Jus-
tice’s (DOJ’s) ‘‘Freedom of Information 
Act Guide & Privacy Act Overview’’ 
that appears on http:// 
www.privacy.navy.mil. 

§ 701.114 PA enforcement actions. 

(a) Administrative remedies. Any indi-
vidual who alleges that he/she has been 
affected adversely by a DON activity’s 
violation of 5 U.S.C. 552a and this sub-
part may seek relief from SECNAV 
through administrative channels. It is 
recommended that the individual first 
address the issue through the PA coor-
dinator having cognizance over the rel-
evant records or supervisor (if a Gov-
ernment employee). If the complaint is 
not adequately addressed, the indi-
vidual may contact CNO (DNS–36) or 
CMC (ARSF), for assistance. 

(b) Civil court actions. After exhaust-
ing administrative remedies, an indi-
vidual may file a civil suit in Federal 
court against a DON activity for the 
following acts: 

(1) Denial of an amendment request. 
The activity head, or his/her designee 
wrongfully refuses the individual’s re-
quest for review of the initial denial of 
an amendment or, after review, wrong-
fully refuses to amend the record. 
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